HBC II

PRIVACY, SECURITY & ETHICS: ELECTRONIC MEDICAL RECORDS

Use the information from the presentation to answer the following questions:


1	What are the two ways of storing medical records?


2	Who should have access to medical records?



3	What are the exceptions to the patient’s right to privacy?  




4	Removing the name of the patient ensures that the records are confidential.

	True				False


5	What are the three As of security in medical records?

	A__________________________

	A__________________________

	A__________________________


6	What is the simplest way to authenticate access to records?



7	What is biometric authentication?



8	Give one highly accurate method of biometric authentication.


9	Give one example of role-based authorization to gain access to electronic data.



10	Give a simple definition of ethics.




11	Give one example of whistle-blowing.



12	Name two ways of restricting physical access to medical records.



13	What is data encryption?



14	How can paper-based records of dead people be archived electronically?
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